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Table 1: Rel A MSS, CLS, and IOS  L4 to RBR
L4 Requirement addition using baseline 07-31-96
This table identifies the relationship between Level_4 and RBR
This table is for review purposes only.

RBR ID REQ
KEY

REQ
TYPE

RBR TEXT REQ INTERP L4 ID REQ KEY REQ TYPE REL L4  TEXT

SMC-5325#A  4334 security The LSM shall
promulgate, maintain,
authenticate, and
monitor user and device
accesses and privileges.

    C-        MSS-70800      new    functional     A      MSS Operator
    Role
     Management
    Service  shall
    maintain a file
   containing a list
   of allowed roles
   for a given User
    Name.   

SMC-5325#A  4334 security The LSM shall
promulgate, maintain,
authenticate, and
monitor user and device
accesses and privileges.

    C-MSS-      70810      new    functional     A      MSS Operator
    Role
     Management
    Service shall
    maintain a
   database
   containing a list
   of allowed
   applications for a
   given Role.   

SMC-5325#A  4334 security The LSM shall
promulgate, maintain,
authenticate, and
monitor user and device
accesses and privileges.

    C-MSS-      70820      new    functional     A      MSS Operator
    Role
     Management
    Service shall
   provide to the
    ECS desktop a
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   list of ECS
   applications
   allowed for the
   role under which
   an operator is
   logged in.   

SMC-5325#A  4334 security The LSM shall
promulgate, maintain,
authenticate, and
monitor user and device
accesses and privileges.

    C-        MSS-70830      new    functional     A      MSS Operator
    Role
     Management
    Service shall
   provide to the
    ECS Login
    Screen a list of
    Roles for each
   corresponding
    Login Name.   

SMC-5325#A  4334 security The LSM shall
promulgate, maintain,
authenticate, and
monitor user and device
accesses and privileges.

    C-MSS-      70840      new    functional     A      MSS Operator
    Role
     Management
    Service shall
   provide an
   interface for
   setting the
   associated roles
    with each
   operator’s login.   

IMS-0030#A
5464

functiona
l

The IMS shall provide
from each ECS access
node, access to the full
range of
services spanning the
whole of ECS,
including data and

 A:  LIM
capability

    S-IOS-00900      new    functional     A     The ADSRV CI
   shall provide the
   user interface
   through which
   externally
   provided
   services can be
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services available from
all DAACs without
requiring that the user
know the physical
location of the data.

   installed.   

IMS-0030#A
5464

functiona
l

The IMS shall provide
from each ECS access
node, access to the full
range of
services spanning the
whole of ECS,
including data and
services available from
all DAACs without
requiring that the user
know the physical
location of the data.

 A:  LIM
capability

    S-CLS-15905      new    functional     A     The WKBCH CI
   shall download
   selected service
  files from remote
   sites.   

IMS-0030#A
5464

functiona
l

The IMS shall provide
from each ECS access
node, access to the full
range of
services spanning the
whole of ECS,
including data and
services available from
all DAACs without
requiring that the user
know the physical
location of the data.

 A:  LIM
capability

    S-CLS-15915      new    functional     A     The WKBCH CI
   shall install the
   downloaded files
   into user
   determined
   directories and
   update the
    Desktop to
   recognize the
   service.   


